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Copyright
Seislog and most Seislog source-files are copyrighted to Department of Earth Science (GEO), University of Bergen. GEO grants permission to use and modify the Seislog source-files for non-commercial purposes. Commercial use of this software requires a written agreement with GEO. Use of the software implies agreement with the terms above.

Liability

GEO shall not be held liable for any loss or damage caused by use of this software - financially or otherwise. 
Contact

Please address all questions to Øyvind Natvik. E-mail: oyvind.natvik@geo.uib.no
1. Introduction

Seislog for Windows is an application for acquisition of seismic data. Windows is not a real-time operating-system, but most digitizers now have built-in timing so there little need for this. This version of Seislog was originally developed for the GeoSig low-cost GBV-recorders, but now it supports several types of digitizers. Seislog generates data in the popular MiniSEED-format. It has a built-in LIS-server for real-time transfer of data over an Ethernet connection. It has been a goal to integrate Seislog with SEISAN (Havskov and Ottemøller, 1999) in order to facilitate processing. 
This manual describes the installation and operation of Seislog for Windows. Seislog and SEISAN are freely available for non-commercial use. To download software go to ftp://ftp.geo.uib.no/pub/seismo/SOFTWARE/.
New for version 1.4.4
Please see the file named ‘changes.rtf’ for list of changes.

2. Installation

System requirements:

· Windows 2000/XP/Vista.

· 256MB memory or more, depending on the requirement of your Windows version.

· A supported digitizer.

· Microsoft Visual C++ 2008 Redistributable Package (available from our FTP server).

Seislog consists of the executable file ‘seislog.exe’ and other files such as DLL-files. All needed files are included in the Seislog-distribution except for the Visual C++ 2008 Redistributable Package. 
The following steps are required to install Seislog:  XE "DLL files" 
· Log on to Windows with an account that has administrator privileges. 

· Install Visual C++ 2008 Redistributable Package (vcredist_x86.exe).

· Run ‘seislog-1.4.4.exe’, and follow the installation-instructions.

· Seislog can now be started using the Seislog icon on your desktop.

If you would like Seislog to start automatically when Windows starts, make a shortcut to Seislog in your Startup-folder. 
When Seislog is first started, it will prompt the user for its main-configuration. Defaults for most settings are supplied. When configuration has been entered, Seislog saves this information in the Windows-registry. During this process all needed subdirectories will automatically be created in the Seislog installation-directory. Every time Seislog starts, it will check the information in the registry. If any required information is found to be missing, Seislog will prompt the user for the configuration again. 

The registry-key used by Seislog is ‘HKEY_CURRENT_USER\Software\IFG\Seislog’.
Though it is possible to change the registry-information manually using the ‘regedit’ program, the preferred way is to use the Seislog configuration-window.
The installation-folder will contain various log- and status-files created by Seislog. The most important is ‘seislog.log’, where all messages from Seislog are written.  XE "Seislog.log" 

 XE "Logging" Note that Seislog needs write-permission to the its installation folder.
System limitations in the current version:

· 50 devices (digitizers).

· 64 physical channels per device. XE "System limitations" 
· 208 logical channels with ringbuffers.

Duration of ringbuffers is practically only limited by disk space. The maximum recording-time for an event is limited by the size of allocated memory for the logical channels. A 16-channel system, with 100 Hz sampling-rate, 4-byte data, and 10-minute memory-ringbuffers, will require about 4 MB of memory for the memory-ringbuffer.  XE "Ring buffers" 
3. Principle of operation

The Seislog data-acquisition-system consists of one or several digitizers connected to a PC. The digitizers will normally provide time-tagged data-blocks. If digitizer has no reliable time, then timing can be done from the system-clock. In this case, less accurate timing will be obtained, even though the system-clock can be approximately synchronized with a GPS, or with a time-server over the Internet. If more than one digitizer is used, they may be configured to use different sample-rates.

The data from the physical channels (digitizers) will enter memory-ringbuffers (one for each logical channel), where STA/LTA-calculations are performed, and single-channel detections declared. Each logical channel can optionally be written to a ringbuffer on disk. 

Using the detection-states of the logical channels, network-detections are declared using up to five different sets of detection-criteria’s. On declaration of a network-event, waveform-files for selected channels are written out directly from the memory-ringbuffers. In addition, trigger-times for each channel are written out in a separate file. The waveform-file is written in MiniSEED-format. The corresponding parameter-file is written in the Nordic format (SEISAN). This file can optionally be written directly into a SEISAN-database for ease of later analysis, or automatic location and magnitude calculation.

Since SEISAN is expected to be used as the main data-inspection and processing system, the capabilities of Seislog in this area is limited. Seislog only has two types of monitor-windows where real-time signals can be shown and real-time parameters monitored. Both event-files and ringbuffer-files can be plotted with SEISAN.

Seislog is designed to be able to recover from power-failures and breakdown of digitizers. If a digitizer fails, the system will continue to operate on other digitizers (if more than one is set up), and seamlessly start using the digitizer again when it comes back. The system can also - to a certain degree - handle time-differences between incoming data-blocks and the system-clock. What this means in practice is that the system can handle delays in transmission of data from digitizers. 

 XE "" 4. Starting and stopping Seislog

Double-click on the Seislog-icon to start Seislog. You will be prompted for the main-configuration if it has not already been defined. For a detailed explanation on these settings, see the section on program-settings. Data-acquisition can be started and stopped using the ‘File’ menu where ‘Start System’ and ‘Stop System’ are the choices to be used. Once Seislog is running, a monitor-screen comes up and the signal can be plotted in real-time for selected channels (see section on monitoring). All errors during startup and operation will be written in the log-window (and log-file). The log will also print warnings and messages.
5. Setting up and changing Seislog parameters

Setting up a system for the first time

Seislog must be configured before it can be can used for data-acquisition. What needs to be configured depends on the digitizers connected, and how the user would like the system to operate. A typical configuration requires four basics steps of configuration as described in the next sections:

1. Configure main-settings

2. Configure devices (digitizers)
3. Configure channels and ringbuffers
4. Configure network-triggering
5. Configure LIS-server (optional)

Configure main-settings

When Seislog starts, it will try to load most of its configuration from the Windows registry. If this information is missing or incorrect, the dialog box in Figure 1 will notify the user that Seislog needs to be configured. Press OK to bring up the configuration-window.
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Figure 1 – Seislog needs to be configured.
The main-settings window now appears (Figure 2).
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Figure 2 – Configure main-settings
Most parameters will have defaults that are suitable in most cases. Valid values must be entered for all mandatory fields before the user is allowed to close the window.

The parameters are:

Mini-SEED network-code
Enter the two-letter network-code you would like to use for the Mini-SEED data-blocks. If your organization do not have a Mini-SEED network-code, then you should request one from IRIS. In registry: MiniSeedNetworkCode

Mini-SEED station-identifier-code

Code must be 3 to 5 characters long. Used in the Mini-SEED data-blocks. This code is also used to name the event waveform-files. In registry: EvtFileNetworkCode

Program base-directory (Default C:\Seislog)

This is the Seislog installation-directory where the Seislog-program and most Seislog parameter- and data-files reside. In registry: ProgDir
Directory for ringbuffer-files (Default C:\Seislog\Ringbuffers)

This is the location of the ringbuffers. In this folder, subdirectories will be created - one for each ringbuffer. In registry: RngBufDir
Enable automatic backup of ringbuffer-files (Default: off)

This option is intended for automatic backup to removable media, like a USB connected disk/pen-drive, or a PacketCD formatted CD-RW disk.  In registry: RngBufBackup XE "Automatic backup" 

 XE "Backup of ringbuffers" 
 XE "Ring buffers" 
Backup every X hour (Default: 6)

Backup will run at the interval given here. Using the default setting of 6 hours, means that backup will run once every 6 hour. All ringbuffer-files that have not already been backed up will be copied. If the disk runs full, backup will continue when a new disk is inserted.  After a power-loss, backup will continue from where it left off. Backup can be done instantly using the option ‘Backup RB files now’ under the ‘File’ menu. Make sure the backup-device supports a large number of files. Hard-disks and pen-drives should be formatted using the FAT32 or NTFS file-system. In registry: RngBufBackupInterval

Backup-directory (Default C:\Seislog\Backup)

The ringbuffer-files will be saved in this directory.

In registry: RngBufBackupDir XE "Compression" 
Create ringbuffer S-files (Default off)

If this option is turned on, an S-file will be automatically created for each ringbuffer-file. This is needed in order to use SEISAN program to plot and extract data from all ringbuffer-files simultaneously. SEISAN should be installed in the default location. In registry: CreateRngBufSFiles

Directory for ringbuffer S-files (Default C:\Seismo\Rea)

 XE "S-files" In registry: RngBufSFileDir

Directory for event waveform-files (Default C:\Seislog\Events)

This is the location of the triggered waveform-files. If a SEISAN system is used, it is recommended to use ‘C:\seismo\WAV’ since SEISAN always look for files there. In registry: EventFileDir XE "Waveform files, directory" 
Directory for event S-files (Default C:\Seislog\Events)  XE "S-files, directory" 
Directory for S-files. An S-file (see also SEISAN manual) is created for each triggered event. It contains trigger time for each channel and the duration of each trigger. The S-files can be used for SEISAN processing like earthquake location and plotting. See section on SEISAN integration. If a SEISAN system is installed, it is recommended to use a SEISAN database like c:\seismo\rea\BERGE where BERGE is the SEISAN database-name (see SEISAN manual). In registry: SFileDir XE "Data base, S-files" 
Automatically append SEISAN subdirectories (Default No)
Since a large number of events and corresponding S-files will be stored in the S-file directory, it may be useful to store the files in a directory-structure made from years and months. If choosing this option, the S-files will be stored in the following directory-structure by default:

    C:\Seislog\Events

                |

      ------------------

      |                    |

   1999              2000

      |                     |

 -------------    --------------

 |     |        |   |      |         |

01   02 ... 12  01   02  ... 12

If this database-structure is to be used directly with SEISAN, the S-file directory must be named in accordance with SEISAN rules (see SEISAN manual) like C:\seismo\REA\BERGE where BERGE is the SEISAN name chosen for the SEISAN database (user selectable), and REA is the SEISAN directory where the S-files reside. In registry: CreateSFileSubDirs
Enable automatic backup of event-files (Default off)

This option is intended for automatic backup to removable media, like a USB connected disk/pen-drive, or a PacketCD formatted CD-RW disk.  In registry: EvtFileBackup XE "Automatic backup" 

 XE "Backup of ringbuffers" 
Backup every X hour (Default 2)

Backup will run at the interval given here. Using the default setting of 2 hours means that backup will run once every second hour. If the disk runs full, backup will continue when a new disk is inserted. After a power-loss, backup will continue from where it left off. Backup can be done instantly using the ‘Backup Event- files now’ option under the ‘File’ menu. Make sure the backup-device supports a large number of files. Hard-disks and pen-drives should be formatted using the FAT32 or NTFS file-systems.
In registry: EvtFileBackupInterval
Backup-directory (Default C:\Seislog\Backup\Events)

The event-files will be saved in this directory.

In registry: EvtFileBackupDir XE "Compression" 
Start acquisition when Seislog starts (Default Off).
Ticking off here means that Seislog automatically begins acquisition when Seislog is started from Windows. In registry: AutoStart XE "Automatic start"  

If you wish to launch Seislog automatically at login, then you may create a shortcut to seislog.exe in the startup-folder (in the programs menu). This is useful for unattended systems. 
Click ‘OK’ when all information has been entered. The Seislog main-window now comes up. Next step is to configure digitizer(s).

Configure devices.
Seislog is designed for use with one or several digitizers. The digitizers are usually connected to serial-ports. Digitizers can be connected to all working serial-ports on the PC including virtual serial ports through USB ports. 
Before a digitizer can be used with Seislog, it must be configured as needed using the software (or procedures) given by the manufacturer/retailer. Please see the digitizer-manual for descriptions on how to do this. 

When digitizer has been configured, next step is to configure Seislog to use it. To set up a digitizer, select ‘Configure|Administer Devices’. The ‘Administer devices’ window will appear, showing a list of already configured digitizers (Figure 3). If this is the first time the system is set up then the list should be empty. To add a digitizer, click ‘Add’, and a list of supported digitizers appear (Figure 3). Select a digitizer, and press ‘Configure’.

[image: image4.emf]


Figure 3:  Select a digitizer for configuration.

The configuration screen for that device will appear. Figure 4 shows an example for a GeoSig digitizer. The configuration-window will vary a bit from device to device, however the main-settings will mostly be the same. This configuration tells Seislog about the capabilities of the device, how it is connected, and how it has been configured.
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Figure 4: A typical setup-window for a digitizer.

Devices currently supported are:

 XE "Digitizers supported" 
Earth Data - EDM006

Earth Data - PS2400

GeoSig – GSBU recorders

Guralp – GCF digitizers

Kinemetrics - K2

Measurement Computing - CIO/PCI DAS6402/16

Nanometrics - HDR24

Nanometrics - RD3/RD6

SARA Electronic Instruments - SL07

SARA Electronic Instruments - SR04/SADC
SeisProd – SEISAD18

National Instruments - USB-600X (Seislog needs recompiling!)
Note: Seislog can also work with a file stream.
In addition there is an internal wave-generator (used for testing), and a file-reader.  XE "Format, digitizer" 
Descriptions of the data-format for some of these devices are available at our web site.

Common parameters to set for devices are:

Serial-port
The digitizer can be connected to serial-ports from COM1 to COM16. Choose the port to which the device is connected. The serial-ports can be real or virtual.
Sample-rate
This is the sample-rate set up on the digitizer. The possible sample-rates for the digitizer will be listed. In most cases, the digitizer’s sample-rate must be configured separately with the manufactures setup-program. Only for SEISAD18 and SR04/SADC will Seislog program the sample-rate on the device.  XE "Sample rate" 
Apply time-correction
The value entered here will be used to correct the time for the incoming data.  XE "Time correction" 
Use system-clock for time-tagging
Incoming data will normally be time-tagged by the digitizer. However, if no time-tagging is available, the system-clock can optionally be used. This option is not recommended unless the system-clock is synchronized by some means. Even if the system-clock is synchronized, the time-tagging will be less accurate.
The digitizer’s configuration-window may have a NOTE section in the bottom (see figure 4). It is important to follow these notes when the digitizer is configured for use with Seislog, otherwise the device-driver in Seislog may fail to read from the device.

When all parameters have been set, press ‘OK’. The digitizer will now appear in the list of configured digitizers. Before continuing to the channel-configuration, make sure all digitizers to be used have been configured.

The synthetic digitizer

A software-digitizer has been provided in order to be able to test Seislog without access to a real digitizer. This device is called ‘Internal Wave Generator’, and is selected like any other digitizer. However, the setup is slightly different. The digitizer have 4 different channels (Figure 5). For each channel, three parameters can be set up:
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Figure 5: Setup of the Internal Wave-Generator used for testing

Wave-frequency: 
The frequency of the synthetic signal (1-30 Hz). The sample-rate is fixed to 100 Hz. 

Simulate event every X second:

In order to test triggering, an event can be simulated every 10 to 120 seconds. This means that the amplitude is increased by a factor of 3. A value of ‘0’ means that no event will be

simulated for this channel.
Each event should last for X seconds: 
This is the duration of the event (in seconds).

Data from SFS-file

Seislog can now read a continuous stream of data from a ‘Seislog File Stream’ file. An SFS-file can hold data for up to 64 channels. Normally, each file will hold one minute of data, but this is not a requirement. The SFS-file must be named using the convention given in the appendix. SFS-files have a simple construction with a readable ASCII-header, and a binary data-section following. When setting up the SFS-driver in Seislog, a directory for incoming SFS-files are given. When running, Seislog will continuously monitor this directory for SFS-files, and process them in the right order. When a file have been processed, it will be deleted, and Seislog will start to process the next file. The SFS-driver is able to continue from where it left off after a system stop, or power failure. However, when Seislog starts, any number of SFS-files might already exist in the data-directory. This may cause problems because the data in these files might be too old for Seislog to handle. Therefore Seislog will, when started, delete all existing SFS files older then a specified number of minutes.
NOTE: When incoming SFS-files in the SFS data-directory are created/written, it is important to use a temporary filename without the ‘.dat’ extension. When the file is completely written and closed, then it must be renamed to its final name. If this convention is not followed, Seislog might start to process an unfinished file, and this will cause Seislog to fail or crash.
Configure channels and ringbuffers

Each digitizer provides one or several physical channels to the system. A 3-channel digitizer will provide 3 physical channels. The user can use these 3 channels to create any number of logical channels. Each logical channel can optionally have a ringbuffer on disk. 
A logical channel is basically a thread (a program) with an associated memory-ringbuffer that holds the data for the channel. Event-detection is done using data in the memory-ringbuffers, and detected events are written out from them. In the example with a 3-channel digitizer, the user can choose to use only one channel (only one logical channel is configured by the user). Another example is to create 4 logical channels where the fourth channel is physical-channel 1 used twice. The fourth channel could for example be filtered, while the other 3 are unfiltered. Currently the system has been limited to 208 logical channels in total.  XE "Channels, physical" 

 XE "Channels, logical" 
 XE "Logical channels" 

 XE "Physical channels" 
Each logical channel can optionally have a ringbuffer on disk.  XE "Disk ring buffer" 

 XE "Ring buffer, disk" The ringbuffer consists of a series of files. The user may configure the size (in minutes) of each ringbuffer-file and the total size of the ringbuffer (in days). The MiniSEED-format  XE "SEISAN format" 

 XE "Format, SEISAN" is used for the ringbuffer-files so they can be used directly with SEISAN. SEISAN can plot, append, extract, and resample the files. Ringbuffers are configured independently for each logical channel.
To set up a logical channel, select ‘Configure|Administer channels’, and the dialog box in Figure 6 will pop up.
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Figure 6:  Selecting or adding a channel to configure

For a new system there are no channels configured. If channels are already defined, ‘Modify’ will change the existing channel, and ‘Remove’ will delete all selected channels XE "Remove channels" 

 XE "Channels, remove" . When clicking ‘Add’ or ‘Modify’,  XE "Modify channel" 

 XE "Channel, modify" the following screen appear. If using ‘Modify’, the existing setup is shown. The ‘Rebuild RB’  XE "Rebuild ring buffer" button can be used to rebuild a channel’s ringbuffer. This has to be done if the sample-rate has been changed for the channel’s device. Beware that this operation will delete all existing data in the ringbuffer.  XE "Sample rate" 
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Figure 7: Add channel

The parameters are:

Channel-number for new channel (mandatory)
The next available channel is shown by default so no change needs to be made if adding a channel. Possible choices are: The next free channel (default value), or the number of an existing channel. If a number of an existing channel is given, then the existing channel, and all channels above it, will be renumbered upwards (ringbuffers included). Update you trigger-sets manually as needed.
Channel-parameters (mandatory)

Station code is a 1 to 5-letter code. Component code is a 3-letter code. Location code is used for the Mini-SEED blocks. XE "Station code" 

 XE "Channel code" 
Bandpass-filter (optional)
The data can be filtered before entering the trigger-algorithm. If filtering is activated, default filters (3 to 8 Hz) are used. Other filters can be selected, however 3 - 8 Hz is a good filter to use with short-period data, and is also useful when triggering on tele-seismic data. The filters are 3-pole filters.  XE "Filter" 
Data to disk (optional)
Each channel can be recorded in a disk-ringbuffer, which is the default. The data can be recorded filtered, however, that is normally not done.

Memory-buffer
This indicates how many minutes of data are stored continuously in memory. The buffer must be larger than the time duration of the largest event to be recorded in event trigger mode. With the default 20 minutes, an event of typically up to 19 minutes long will be completely recorded. For many stations or networks, a larger number must be chosen.  XE "Memory buffer" 
Offset (DC) calculation
A time-constant of 50 seconds, means that the DC for the channel will be calculated based on the 50 last seconds of incoming data.

Enable triggering (optional)
If triggering is selected, the default trigger parameters are used unless changed. The default has been set to 'reasonable values' using short period data.  XE "Trigger" 
Short-term average (STA)
The short time-window over which the average amplitude of the signal is calculated. The DC component is subtracted before averaging. If a filter is selected, filtering is done before calculating STA.  XE "Short term average" 
Long-term average (LTA)
 XE "Long term average" The long time-window over which the average amplitude of the signal is calculated. The DC component is subtracted before averaging. If a filter is selected, filtering is done before calculating LTA.

Trigger-ratio XE "Trigger ratio" 
Start of a trigger is declared for the selected channel if the STA/LTA-ratio exceeds the trigger-ratio. LTA is now longer updated a rate 1000 times slower than usual so that a long event does not de-trigger before the event is finished. There is no option for freezing STA. XE "Freezing LTA"  

Detrigger-ratio
 XE "Detrigger" The end of the trigger is declared for the selected channel if the STA/LTA ratio is below the detrigger ratio. LTA starts being updated when the detrigger ratio is reached.

Source of data (mandatory)

The channel being configured must get its stream of data from a physical channel. From the list of configured devices, select the device you would like to have data from. Next, from the list of device channels, choose one of the physical channels.

LIS-Server
Enable this option if you want to make data from this channel available to the LIS-server.

Press ‘OK’ when all parameters have been set. 
If a disk-ringbuffer has been selected, the ‘Ringbuffer configuration’ window now appears (Figure 8). 
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Figure 8:  Ringbuffer configuration.

The options are:

Filesize
The size of each ringbuffer-file. Values from 1 to 60 minutes is possible.
Total buffer-size
The total size of the ringbuffer. Values from 1 to 365 days is possible.

The bottom part of the window shows the expected size of the new ringbuffer. Make sure  there is enough free space on the disk. If disk goes full, an error message will be given, the buffer is removed, and the channel will not be created. The user must then free up space and try to create the channel again.

Press ‘Apply’ to create the ringbuffer. When successfully done, the configuration of the channel is finished.

Configure network triggering

 XE "Trigger, network" Each XE "Trigger, network"  logical channel, as described earlier, has its own trigger with short-term and long-term averages, trigger-ratio and detrigger-ratio. The system also has a network-trigger. This works in the traditional way in which a certain number of channel-triggers are required within a given time-window to trigger the network. Once an event is declared, it can be written out with user-specified pre- and post-event- XE "Post event memory" lengths. The user can choose which channels will be written, and triggering can be done only on selected channels. The data does not have to arrive at the different physical channels synchronized in time, since the data will be time ordered in memory using the system-clock. The system-clock must therefore be synchronized. A certain time-difference between the system-clock and the clock used to timestamp incoming data, will be accepted.  XE "SEISAN" The event files are written out in SEISAN-format and a SEISAN S-file is written with trigger-times directly into a SEISAN database. An event is ended when there are no more triggers on any channels. The system can have up to five different trigger-sets working in parallel. This means that the system can be configured to trigger on five different conditions. All event-data to be written, must be present in the channel’s memory-ringbuffer at the time of the end of the event. So it is important to set the channel memory-buffers large enough for the maximum expected event-length. If memory-buffers are set too small, data from the end of the event may be missing from the event-file for those channels with undersized buffers.   

The data-interval written out after an event only covers data-blocks without time-gaps so data following a time-gap  XE "Time gap, recording" will not be written to the event-file. However, all data should be present in the ringbuffer. The network-trigger starts its operation as soon as Seislog starts acquisition.
To set up the network-trigger, select ‘Trig|Configure Triggersets’ from the main-menu. The following window comes up (Figure 9).
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Figure 9: Configure trigger-sets.
All trigger-sets already defined are listed. 
Trigger-sets that are already defined, can be removed (Remove) or modified (Modify). Press the ‘Add’ button and the ‘Add Triggerset’ configuration-window will appear (figure 10). 
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Figure 10: Add a new trigger-set.
Name of trigger-set (mandatory)
The user must give a name to the trigger-set.

Declare event if …..

An event will be declared if this number of channels has a trigger (of any time duration) within a time-window of seconds as given in the second input-field. The time window is also called array propagation window.  XE "Array propagation window" 
Max duration of event
The maximum duration allowed for an event. This parameter will limit the size of a recorded event. This parameter must be smaller than the size of the memory-buffers for the selected dump-channels. This condition is checked by the trigger at start-up.  XE "Event, maximum duration" 

 XE "Maximum duration of event" 
Pre-event time
The number of seconds of pre-event-time recorded in event-file counted from the channel with the earliest trigger.  XE "Pre event time" 
Post-event time
The XE "Post event time"  number of seconds added to the event file after the network-trigger has declared the event finished. If max duration is reached, then post-event recording time is still added.  XE "Maximum duration of event" 

 XE "Event, maximum duration" 
Execute a command when an event is declared
Seislog can execute a command each time an event has been dumped to disk. This function is useful if one wants to process or handle an event immediately. In the field named ‘Command to execute’ enter full path to the program or batch-file that is to be executed. In the field named ‘Command-parameters’, enter the parameters for the command. In the parameter list, you may use ‘%1’ to substitute the full path to the event S-file. Use ‘%2’ to substitute the full path to the event wave-file. If you run into problems when trying to execute a ‘bat’ or ‘cmd’ file, please try the following solution:

Command to execute: C:\Windows\system32\cmd.exe
Command parameters: /C C:\MyBacthfile.bat %1

Examples using SEISAN:
Command to execute:  As above

Batch-file is located in the Seislog-directory.
Batch-file example 1:

hyp %1

copy c:\seislog\hyp.out %1

Program ‘hyp’ locates the event from the S-file. 
The output-file ‘hyp.out’ is copied to the data base thereby writing the event location into the data base.
Batch-file example 2:

autosig -infile %1 -clear on >> test.out

hyp autosig.out >> test.out

autosig -infile hyp.out -phase off -spec on  >> test.out

hyp autosig.out >> test.out

copy c:\seislog\hyp.out %1 >> test.out

Program ‘autosig’ makes  XE "Autosig" auto-picking (output is in autosig.out). 
Hyp then locates the event (output is in hyp.out). 
Autosig do spectral analysis (output is in autosig.out). A new location and moment magnitude is made (output is hyp.out). 
Result is copied back to database. 
The ‘>> test.out’ syntax will redirect all program messages to a file ‘test.out’ for debugging. 

All programs executed will have their outputs in the Seislog home-directory.
Maximum time to delay event declaration
Some  XE "Event declaration, delay" 

 XE "Delay event declaration" 

 XE "Late data" 

 XE "Data arriving late" devices may delay sending data to Seislog for an unusual long time (like when data comes over internet to Seislog via an SFS-file). In this case, the data may arrive too late to be processed by the network trigger. If this happens, the trigger will simply ignore the data, and write warnings in the log. To overcome this problem, the user can increase the maximum wait-time to a suitable value. If value is increased, then the time it takes for the network trigger to respond to an actual event will increase accordingly. 

WARNING: If no trigger-set has been defined, then NO NETWORK-EVENTS WILL BE DECLARED. 

How to change parameters, and how it affects other setup

Parameters are essentially changed in the same way as they are set up initially.

Changes in setup of logical channels.
When a logical channel is removed, the ringbuffer is also removed and all data in the ringbuffer is lost. If a removed channel is used in a trigger-set, then the trigger-set must be modified manually. The log will warn about such problems with the trigger-set when the system starts. If a new channel is added, the trigger-set should be updated manually as needed.
Ringbuffer changes.

A channel’s ringbuffer can be  XE "Ring buffer, change" 

 XE "Change ring buffer" rebuilt without affecting the setup of the channel or any other trigger-set. The only correct way to delete a ringbuffer for good is to delete its logical channel.

Removal of a digitizer.
 XE "Remove digitizer" If  XE "Digitizer, remove" a digitizer used by one or several channels is removed, Seislog will give an error message when started, and will not attempt to run those channels. If the digitizer is configured again, with the exact same name, then channels will run again as normal. If a device is removed, and then recreated with the same name, but with a different sample-rate, then the ringbuffers for all affected logical channels must be rebuilt manually.

Saving the Seislog-configuration to a file.
It is possible to save the complete Seislog configuration to an XML-file. To save the current configuration, make sure the system is running and then use the ‘Configure|Export Configuration’ feature from the main-menu. It is currently not possible to read this configuration back into Seislog.
Configure LIS-server. 

Seislog comes with a built-in ‘Live Internet Seismic Server’ (LISS). Using LIS-client software, it is possible to connect to Seislog and receive a stream of live seismic data (MiniSEED blocks) from selected channels. The server supports access-control based on IP-addresses. All connections and disconnections from remote hosts are written to the log with IP-addresses.

To configure LISS, first stop the acquisition if it is running. Then open the ‘Configure’ menu and select ’LIS-server’. The LIS-server configuration window now appears (see picture).

[image: image14.emf]

To run the server, activate the ‘Enable LIS-server’ option. 
If you want to enable access control, check the ‘Enable access-control’ option, and add IP-addresses for all clients that should be allowed to connect. If you are connecting from the machine running Seislog, add the IP-address ‘127.0.0.1’ to the client access list. 
Select the preferred encoding format, and press OK to save your configuration.

Next step is to configure the channels for the LIS-server if not already done. For each channel that should deliver data to the LIS-server, bring up the ‘Modify Channel’ window, and enable the option called ‘Make this channel available to the LIS-server’. 

6.0 Monitoring Seislog

Activity Monitor window
Seislog has a window called ‘Activity Monitor’ that shows the overall operating-status (figure 11). This window always appears when Seislog is started and cannot be closed as long as the system is running.

[image: image10.emf]


Figure 11: The Seislog activity-monitor.

The following information is shown:

Ch
The logical channel. 

Station
The station-code. 

Comp
The component-code. 

Date and Time
Date/time for the start of the last second of data in channel’s ringbuffer. This time can be a few (or many) seconds behind real-time. Channels may show different times, especially if the channels get their data from different digitizers. However, if the source is the same physical digitizer, then the times are usually identical or very close.  XE "Seislog, monitor" 

 XE "Monitor Seislog" 
In/Disk/Trig
There are 3 indicator lights, which can be green (indicates active), dark green (currently no activity), red (error), or gray (not in use). The lights are: 
In (Data from device)
Light green: Seislog is now receiving data from device.

Dark green: Seislog is currently not receiving data from device.

Red: Seislog has stopped receiving data from device (indicates an error).


Disk (Writing of data to a channel’s disk-ringbuffer)

Light green: Data is now being written to the ringbuffer. 

 XE "Monitor, color" 

 XE "Color, monitor" Dark green: Data is not currently being written to the ringbuffer. 

Red: The ringbuffer operation has stopped due to some error.

Gray: This channel has no ringbuffer.

Trig (Channel trigger activity) 
Light green: The channel is currently triggering.

Dark green: The channel is not currently triggering.

Gray: Triggering is not turned on for this channel.

Snc
This is the sync-status for the device that delivers time used to time-tag data for this channel. This device is usually a GPS connected to the digitizer, or an external GPS connected to the PC’s serial-port. 

Light green: Device is time-synchronized.

Dark green: Device is temporarily unsynchronized (possibly no satellite fix).

Red: A communication/synchronization error occurs. 
Gray: No synchronization is set up.
Note: If data is being time-tagged from the system-clock, and system-clock is synchronized by some other means outside of Seislog, then the sync-status will be ‘Gray’ since Seislog has no way of knowing the status of the synchronization. See also section on timing.
Network Trig 1-5
Seislog can run up to five independent network trigger-sets. Each set is represented by one vertical column of lights. Each vertical column has a green light for each logical channel that is associated with the trigger-set. If one of the trigger-sets is triggering, then all lights for the trigger-set turns light-green. XE "Network trigger" 

 XE "Trigger, network" 
Sample
The sample in the channel’s memory-buffer corresponding to ‘Date and Time’. This is the first sample in the last incoming block in the memory-buffer. 
STA and LTA
Current short- and long-term averages for channel. Note that LTA is nearly frozen if the channel is triggering (update is 1000 times slower than normal). There is no option for freezing LTA.
 XE "LTA and STA" 
Offset (DC)
The offset (in counts) for the channel.  XE "DC level" 
RB File
The name of the ringbuffer-file file currently being written to.

Filter (Low/High)
Shows the band-pass filter-limits for the channel if filtering is enabled.

  XE "Filter" 
Device Binding: 
This field shows from which device, and physical channel, the channel receives its data.

Log window

In addition to the activity-monitor, the log-window always appear when the system is started. This window shows all Seislog messages, like system start/stop, errors, warnings, and network-trigger activity. The messages are intended to be self-explanatory. The log window, and the associated log file ‘Seislog.log’, can be cleared using the log-window’s dropdown-menu. Error-messages are written in red color. Warnings are blue.
 XE "Logging" 
[image: image11.emf]


Figure 12: The log-window.  XE "GMT time" 

 XE "Time, GMT" 
Checking for events.

Checking for  XE "Events, check" 

 XE "Check events" declared events can be done by looking for event-files in the event-directory, or by using the SEISAN EEV program (SEISAN must be installed).  XE "SEISAN" As soon as an event is detected and written out, it can be displayed and located. Since the trigger-times and the duration of the event are given in the SEISAN database, an initial automatic location and magnitude can be made. 

Plotting signals in real time

With Seislog, it is possible to plot any of the logical channels in real-time. On the main menu, select ‘View|Monitor Channel’. The following window (Figure 12) appears: 
 XE "Plot, real time" 

 XE "Real time plot" 
[image: image15.emf]


Figure 13 - Selection of channels to monitor.

Select one or several channels and press, ‘Monitor channel’ and the plot comes up after a few seconds (figure 14). Press ‘Done’ when finished.
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Figure 14: Real time plot of channel 1. 
The plot shows station- and component-codes for the channel. The time refers to the start-time for the last second that has been plotted. The plot-length of one second of data is also shown. The scaling of the y-axis is in counts. The plotted signal is automatically scaled in the vertical direction. The scale is only calculated once, and that’s when the window is opened. You can force Seislog to recalculate the scale by using the ‘Rescale Plot’ function in the drop-down-menu. Some properties for the monitor-window can be set. Open the drop-down-menu by clicking the icon in the top left hand corner of the window. From the menu select  XE "Scaling real time plot" 

 XE "Real time plot, scale" ‘Properties’. The following window (figure 15) appears:

[image: image16.emf]

Figure 15: 

Setting properties for the real- time plot.
If the scale has to be set manually, uncheck the ‘Let Seislog handle the scaling’ check-box, and enter a new value for the maximum number on the y-axis. Press ‘Apply’ button to activate the changes. 

The ‘Sample Reduction’ feature is used to reduce the number of samples plotted in the X-direction thereby changing the time scale so more data can be veiwed. If enabled, a certain percentage of the samples are removed from the plot. This setting does not affect any other part of Seislog.
The ‘Adjust channel DC-calculation’ feature can be used to temporarily alter the time-constant used by the channel to calculate the channel-offset (DC). A value of 50 means the channel will calculate the offset based on the last 50 seconds of data. Note that this adjustment is effective only as long as the monitor-window is open. When monitor-window is closed, the channel reverts back to its default value of 50 seconds.
The monitor-window will monitor and respond to changes/drift in the channel-offset. This way it can keep the plot centered vertically on the scale. If a large and fast offset-change occurs, then it will take some time before the plot has adjusted, and the trace might temporarily disappear from the window.

The monitor-window can be made into a multi-trace window by increasing the vertical size of the window. 

Arranging the order of the Seislog windows.

The windows can be tiled or cascaded in a preferred order. To do this, activate all windows in backwards order with the mouse. Start with the bottom window and end with the top. Then select ‘Tile’ or ‘Cascade’ from the windows menu.

7.0 Manually trigger Seislog to record an event.

It can often be useful to manually trigger the Seislog system.  XE "Trigger manually" 

 XE "Manual trigger"  This is done by selecting ‘Trig|Manual Event’ on the main-menu. The following window (figure 16) comes up:
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Figure 16:  Making a manual event.

Press the ‘START’ button, and the start of the manual event is marked. Press the button again to mark the end of the event and dump the event-files. The recording is delayed a few seconds relative to real time. All channels are recorded. The S-files and waveform files will be recorded in the directories indicated.
8.0 Data recorded and data inspection

When Seislog is running, data will be recorded in different directories depending on the setup. The ringbuffer-files will be continuously overwritten. The event-files and log-file will gradually fill up the disk. It is up to the user to make sure the disk does not run full.

Continuous data

For each  XE "Continuous data" 

 XE "Data, continuous" disk-ringbuffer, there will be a directory where all the ringbuffer-files reside. For channel 2, the files are all located in directory ‘\Seislog\Ringbuffers\Channel02’. When a new channel has been set up, the files do not contain any data, and all will have the same file-size.  Filenames are R00001, R00002, R00003, etc. Seislog will start writing in file #1, then #2 etc.  When a file has been completed, the file-name will be expanded to reflect the contents of the file. 
Two buffer-files following each other in time:

R00004-1999-01-11-2133-48-001200-0-BER__-S__Z

R00005-1999-01-11-2213-48-001200-0-BER__-S__Z

The file-name is separated in different fields by the ‘-‘symbol. From left to right the fields are: 

File-number

Year

Month

Day

Hour/minute

Second

Duration of file (in seconds). If file is complete, this duration will match the setup for the ringbuffer-files.

Status of timing

Station

Component

 XE "Timing status" 

 XE "Station code" 

 XE "Channel code" 

 XE "Ring buffer file name" 

 XE "Status, timing" 
The intention with the informative file-name is to have a complete log of the data available in the ringbuffer-system, as well as the status of the ringbuffer-system. This information is not available any other place in Seislog. By just listing the file-names, it is thus straightforward to find out if data in a given time-interval is available. A ringbuffer-file can then be copied to an analysis-system for further processing, or it can be plotted directly using the SEISAN-program ‘MULPLT’ XE "MULPLT" . XE "SEISAN"  There is also a SEISAN-program for extracting data in a given time-interval from the ringbuffers if ringbuffer-data is registered into a SEISAN-database (see below).

The timing-status is:

0=Time is not synchronized. No synchronization possibilities exist.

1=Time is not synchronized. Synchronization is enabled, but device/system clock is not synchronized right now.

2=Time is synchronized. Synchronization is enabled, and device/system clock is synchronized right now.

3=Time is not synchronized. An error occurs (disconnected or badly configured GPS?)

4=Unknown time status.

SEISAN continuous databases

If this option has been selected, there will be a SEISAN database for each ring-buffer. This means that an S-file is created for each ringbuffer-file in predefined SEISAN databases. The databases are called Ch001, Ch002 etc for ringbuffers 1 and 2 etc respectively. An S-file may look like this:
 2003  1 8 1254 52.0 LM                      TES                               1

 C:\Seislog\Ringbuffers\Channel01\R00004-2003-01-08-1254-52-000600-0-TEST_-A__E6

 ACTION:NEW 03-01-08 13:05 OP:SEIS STATUS:               ID:20030108125452     I

The S-file contains full path to the ringbuffer-file, and can therefore be accessed from anywhere on the system. See below how it can be used.

Plotting data, system with no ringbuffer-database:

Go to the ringbuffer-directory.

Run command ‘dirf R2*’ to get a list of the ringbuffer-files already written.

Plot with ‘mulplt’, one file after the other can now be plotted, or specific files plotted (see SEISAN manual).

Plotting data with a ringbuffer-database, one channel:

Access database directly with command ‘eev’ from any directory. E.g. to plot file at or near time 20020202 for channel 2, write ‘eev 20020202 Ch002’. You can now go forth and back in the ringbuffer, however with the limitation of viewing only one file at a time.

 XE "Plotting, continuous data" 

 XE "Continuous data, plotting" 
Plotting data with a ringbuffer-database, several channels:

In SEISAN, ‘mulplt’ is able to plot from several continuous databases at the same time, so that any time-window, from any number of the data bases, can be seen at the same time across one or several ringbuffer-files. In order to do so, the databases to be plotted must have been declared in the SEISAN.DEF file (see SEISAN manual). The procedure is then:

Start ‘mulplt’.

Give option ‘cont’.

Select start time and interval, the plot will then come up in the usual way with all selected channels.

Extracting data from ringbuffer-file(s) using ‘mulplt’:

Plot data with one of the methods given above.

Use ‘Out’ function to extract data selected on the screen.

Note that only method 3 of plotting will give data from several channels and across different ringbuffer-files.

Extracting data from any time-interval of all or some ringbuffer-files, continuous data base available:

Use SEISAN-program ‘wavetool’.

Triggered data

Seismic events that triggers Seislog will generate two output-files - a waveform-file with the selected channels, and a parameter-file with trigger-information (S-file) (see below). The files are stored in the directories set up by the user (see setup of Seislog). By default, both files will be in ‘C:\Seislog\events’. The file-names follow the SEISAN convention and examples are:

Waveform file: 1999-11-12-1145-22S.BERGE-004

The name consists of year, date, and time on the right hand side. On the left hand side is the network-name and the number of channels in the file. The waveform-files are written in MiniSEED-format.

S-file: 12-1145-22L.199911

 XE "S-file" 
The name consists of ‘day of month’ and time. The L indicates that the event is a local event by default (see SEISAN). On the left hand side is year and month.  The S-files are written in ASCII and the format follows the SEISAN-definition.  An example for an S-file is shown below:

 1999  623  7 5 30.0 LM                      BER                               1

 1999-06-23-0705-30S.BBERG_003                                                 6

 ACTION:NEW 99-06-23 07:05 OP:SEIS STATUS:               ID:19990623070530     I

 STAT SP IPHASW D HRMM SECON CODA AMPLIT PERI AZIMU VELO SNR AR TRES W  DIS CAZ7

 BER  SZ IP       0705 30.10   10                                               

 ASK  SZ IP       0705 30.10   10                                               

 EGD  SZ IP       0705 30.10   10                                               

A full description of the format is found in the SEISAN-manual, so only the important points will be given here. The first line is a header line giving start-time of the recording. The L stands for local event (by default) and the M indicates that this event was triggered manually. If the trigger is by trigger set n, then Ln is written. BER is the station-identifier-code (first 3 letters as set in Seislog main-settings). Line 2 gives the name of the corresponding waveform-file, which is located in the directory for event waveform-files. Line 3 is a help line for lines following, which gives the trigger-time for each channel participating in the detection. The duration of the trigger for each channel is given under ‘CODA’. These times can be used by SEISAN for locating the event if more than 3 stations are present, and the magnitude is calculated from the coda. 

Checking triggered events

Events that have triggered the system can be found by simply listing the files in the event-directory. However, the intention is to use SEISAN for event inspection and processing, and there is no feature in Seislog for plotting the events. If the system is set up to write events to directory ‘\Seislog\Events’, open a command-window and type ‘cd \Seislog\Events’. Then call up SEISAN event-editor by typing ‘eev’. Alternatively use the Windows-based event-editor (look for the Seisan icon on the desktop). A list of events will now appear and normal SEISAN processing can take place. For a system with many events recording over a long time, it will be an advantage to record into a SEISAN-database. This means that the S-files are recorded into the SEISAN year-month directory-structure. The command ‘eev 200905’ is used to inspect data for May 2009. This command can be given from any directory in a command-window, or the event-editor program can be used.

Plotting triggered events

Plotting can be done in two ways. From the event-editor or command-prompt, simply enter the command for plotting (mulplt), and the MULPLT program is started with the current event. Alternatively, MULPLT can be started in the directory where the event waveform-files are stored, and the waveform-files are plotted, one by one. In both cases the user can do housekeeping by inspecting events, delete false triggers, and do final registration of the event into the SEISAN-database.

9.0 Timing

The operation of the Seislog network-trigger depends on having a system-clock which is accurate to within approximately 10 seconds. This is because the system-clock is used to time-tag positions in a memory-table used by the network-trigger. This table stores and aligns incoming triggers from all channels. Network-trigger analysis is also performed on this table. The table starts at ‘current CPU time + 12 seconds’, and ends a certain number of seconds later. When trigger-data comes in, it is positioned in the table according to its time-tag. If the time-tag is outside of the table’s time-span, then warning-messages are written to the log, and the trigger-data will be ignored by the network-trigger. So if the system-clock is ahead (or behind) real-time, incoming data may be time-stamped too early (or too late) to fit in the table. 
If the system-clock is off more than 10 seconds, and Seislog starts collecting data with correct time-tags, then the network-trigger will write warnings in the log and the system will probably NOT trigger. System-clock should therefore be synchronized to within 10 seconds before data-acquisition is started. If you have configured an external GPS, a general way to avoid problems is to start Seislog, wait for GPS synchronization, and then start data-acquisition. 

A significant change/jump of the system-clock may occur after data-acquisition has started if a digitizer has been set up to synchronize it. This event will be detected by the network-trigger. In response it will automatically restart itself and adapt to the new system-time. 

 XE "CPU synchronization" The system-clock should therefore always be synchronized. It can be done in two ways with Seislog:

System-clock synchronized to digitizer-time:

Normally each digitizer has its own accurate timing trough a connected GPS. This time is used to accurately time-stamp the data before they leave the digitizer. The data is next received by Seislog with a small delay of one second or more. An approximate time can therefore be made by taking the time from a data-block and correct it. The system-clock can then be set to the corrected time. This facility is set when the digitizer is configured. Some digitizers have an unpredictable and non-constant time-delay (like Nanometrics) and cannot be used to synchronize the system-clock.

System-clock synchronized to external GPS:

 XE "GPS" 

 XE "Synchronize with GPS" A GPS-receiver connected to one of the serial-ports can be used to synchronize the system-clock. The accuracy of the synchronization depends on the GPS. In principle, any GPS sending a $GPRMC-sentence can be used, but the system has only been tested with Garmin units. The principle of setting the time is as follows: 

1. The system receives the $GPRMC-sentence on the serial-port.

2. The time is extracted from the string. 

3. Time is corrected for the transfer-time of the sentence on the serial port.

4. Time is corrected with a user-specified time-correction.

5. The system-time is compared to the corrected GPS-time. Based on the result, a new system-time is set. If there is only a small difference between the two times, only a small adjustment of 10 ms is made to the system-time, one way or the other. 

Note: Only one device (external GPS or digitizer) can be set up to synchronize the system-clock within Seislog. If an attempt is made to use several devices, only one of them will be allowed to synchronize. 

Most GPS-devices has a delay between the second-pulse, and the start of the sending of the $GPRMC-sentence. This delay may be fixed or variable in length. The delay must be compensated for. To do this, the user must enter a time-correction value when configuring the external GPS. This value should correspond to the GPS delay. If the delay has variable length, then a mean-value should be used. Figure 17 shows the GPS set-up screen. 
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Figure 17: Configure Seislog for using an external GPS.
The expected precision of the synchronization is typically better than 500ms. XE "Accuracy, timing" 

 XE "Timing accuracy"  

If system-clock is not synchronized, a warning-message will appear in bottom of the Seislog window.

Note: Seislog will not start to synchronize the system-clock until GPS has had a satellite fix.
Monitoring time-synchronization

For each channel, there is a light (Snc) in the activity-monitor window (see figure 11) indicating whether the data-source for the channel is currently time-synchronized or not. This indicator may, or may not (depending on the nature of the problem), warn about a synchronization-error using a red light.  XE "Monitor timing" All channels time-tagged from the system-clock, will show ‘not synchronized’ (red Snc light) if the external GPS falls out. A grey Snc LED indicates that no synchronization of the system-clock is enabled. If a digitizer or external GPS that is used to synchronize the system-clock should fail, then a message will appear at the bottom of the Seislog window saying ‘System clock is NOT synchronized’.

 XE "Timing, monitor" 
If the data-blocks from the digitizers are not time-tagged by the digitizer, then Seislog will time-tag the data using the system-clock. The time-tagging is generally done like this:

The current system-time is saved immediately after the whole data-block has been received on the serial-port. 
The saved time is adjusted for the block’s transfer time on the serial-port.

The saved time is adjusted with a device-dependant value. This correction is hardwired in the digitizer driver and cannot be changed by the user.

The saved time is adjusted with the user-specified correction that has been set in the device configuration. 
Data is time-tagged with the adjusted time.

In this case it is important that the system-clock is synchronized with a GPS, or by some other means outside of Seislog. 

It is possible to operate Seislog without any accurate time-reference at all. However, all timing will then depend on the system-clock, which might drift anywhere from several seconds and up to a few minutes every day.

10.0 Remote communication with Seislog

The Seislog-machine is often connected to a network. Data from Seislog can be copied with network protocols like FTP. On remote unattended systems, there is several ways of interacting with Seislog:

Downloading data from an FTP-server.

 XE "Download data" 

 XE "Data download" Here is the procedure for installing the FTP- XE "FTP server" 

 XE "Server, FTP" server that comes bundled with Windows-XP Professional (the procedure for Windows 2000 should be approximately the same): 
Open ‘Control Panel|Administrative Tools|Internet Information Services’ (IIS). 
If IIS is not installed, please install it using the ‘Add or Remove Programs| Add/Remove Windows Components’ feature. You may need the Windows cdrom to do this.
Double click on <YOUR MACHINE> (local computer). 
Open the ‘FTP sites’ folder. 
Right click on ‘Default FTP site’ and choose ‘Properties’. The ‘Default FTP site Properties’ window appears. 
Press the ‘Home Directory’ tab. 
In the ‘Local path’ edit box, type in the path to the folder that keeps the data you want to download, for example ‘C:\Seismo’. Make sure the ‘Write’ check box is NOT checked, unless you want to upload files to the machine. 
Press OK to close the window. 

Now you need to start the server. Right-click on ‘Default FTP site’ again and choose ‘Start’. If the ‘Start’ menu is grayed out, then the service is already running, and you should ‘Restart’ it to activate any changes in the configuration. 
Now you may use any standard FTP-client to connect to the Seislog-PC and download data.

Warning: Using the FTP-server poses a security risk since passwords are sent unencrypted across the network.

Telnet

The telnet service should be activated if Seislog is to be used in combination with SEISNET. In Windows XP Professional the telnet-service is started from ‘Control Panel | Administrative tools | Services’. From the list of services, right-click the Telnet service, and select ‘Properties’ XE "Telnet, install" . Set ‘Startup type’ to ‘Automatic’. If the service is not running, press the ‘Start’ button to start it. In Windows 2000, go to ‘Control Panel | Administrative tools | Telnet Server Administration’. Use this program to start the service. Next go to ‘Control Panel | Administrative tools | Services’. From the list of services, right-click the Telnet service, and select ‘Properties’ XE "Telnet, install" . Set ‘Startup type’ to ‘Automatic’.
Note that the Telnet service as default requires that the client uses NTLM authentication. Otherwise, login is denied. This means you can only log in from Windows NT/2000/XP machines. If you need to log in from other operating systems, then the Telnet service needs to be configured to allow non-NTLM authentication. In Windows 2000, the NTLM requirement can be changed using the same program that is used to start and stop the service. From the main menu select ‘Display/change registry setting’, and then choose ‘NTLM’. NTLM value should be set to 0 to disable NTLM completely. In Windows XP, open a command window and enter the command ‘tlntadmn config sec=-NTLM mode=stream’. After having changed NTLM authentication one should restart the Telnet service if it is already running. Note that disabling the NTLM authentication causes user-id and password to be sent unencrypted over the network. This is a security risk.
Automatic download of data to a central computer.

Seislog is prepared for operation with the SEISNET data collection software (Ottemöller and Havskov, 1999). The SEISNET software automatically logs in at regular intervals, and transfer triggered or/and continues data to a central SEISAN database. 
Automatic download of real-time-data to a central computer.

Seislog has a built- XE "SEISNET and Seislog" in LIS-server that can send real-time data to a receiver located at a remote location. A copy of SeisComP, running on a Linux server, can download continuous data from Seislog. For more information about SeisComP see ‘http://geofon.gfz-potsdam.de/’
Remote-control of Windows.

Seislog has been tested with  XE "VNC" VNC, which allows a user to access the desktop of a remote Seislog-machine from his Windows, Unix or Linux-system. A free version of VNC can be downloaded from ‘http://www.tightvnc.com/’. For installation instructions, please refer to the VNC documentation.

Warning: Using the VNC-server poses a security risk since passwords may be sent unencrypted across the network. A secure commercial version of VNC is available from ‘http://www.realvnc.com/’.

Settings for unattended operation of Seislog.

 XE "Seislog, unattended operation" 

 XE "Unattended operation" It is easy to operate SEISLOG manually from the local keyboard. However, if Seislog is running in a remote location, there are a few things to set.

Configure the Windows firewall

In order for VNC, FTP and LISS to work, the firewall may need to be configured, or turned off. This is done under ‘Control Panel | Windows Firewall’.  The following ports needs to be opened:
For FTP, open port 21. 
For Telnet, open port 23. 

For VNC, open port 5900. 
For LISS, open port 4000.
Configure Windows XP for Auto-logon.

Automatic login is needed in case of power-failures. Setting it up requires the Windows-registry to be edited. This is a somewhat risky operation, so please make sure this procedure is done correctly. To set up auto-logon, do the following:

· Log into an account with administrative privileges. 

· Run the Windows Registry Editor (Start | Run | regedit.exe).

· Open the ‘HKEY_LOCAL_MACHINE\Software\Microsoft\Windows NT\CurrentVersion\Winlogon’ key.
· Set data for the following values. If some of the values do not exist then they must be created. To create a value, right-click in the right pane and select ‘New|String Value’. 

Value=’DefaultUserName’, data=<account-name>
Value=’DefaultPassword’, data=<account-password>
Value=’DefaultDomainName’, data=<computername>
Value=’AutoAdminLogon’, data= ‘1’.
Example:

DefaultUserName
REG_SZ
seismo

DefaultDomainName
REG_SZ
SEISLOGPC
DefaultPassword
REG_SZ
test123

AutoAdminLogon
REG_SZ
1

· Turn off password-expiry for the account (automatic logon will fail if password expires). 
Windows XP: Open ‘Control Panel | Administrative Tools | Local Security Policy’. In the left tree, double-click on ‘Account Policies’ and then select ‘Password Policy’. Find the item titled ‘Maximum Password Age’ in the right-hand pane and double-click on it. Set this value to 0.
Windows 2000: Right-click on ‘My Computer’. Select ‘Manage’. Find the item titled ‘Local Users and Groups’ in the left tree and double-click on it. Double-click on ‘Users’. In the right pane, right-click on the account and select ‘Properties’. Enable the option called ‘Password never expires’.
· Restart the system and verify that Windows logs in automatically. Note that this procedure poses a security risk since the password for the account can easily be found and read in the registry.

Automatic power-on after power-failure.  XE "Seislog, autostart" 

 XE "Autostart, Seislog" 
Most modern PC’s have an option in the system’s BIOS that specify how the machine should behave when the power returns after a power-failure. A machine running Seislog should be configured to turn itself ON automatically when power is restored. The procedure for doing this differs from machine to machine, and some old machines do not support this at all. Basically you have to enter the BIOS setup program. This is done by pressing a button (usually the DEL key or F2 key) right after power has been turned on. Inside the BIOS-program, look for a setting called something like ‘AC-Recovery’ or ‘Power-on after power-fail’. Set to ‘ON’ or ‘Former Status’. When the BIOS have been changed, save the new settings and start the machine. Check that the configuration works by pulling out the power cable when Windows is running. Wait 10 seconds, and then insert the power cable. The machine should now turn on and start up.

Disable automatic mouse-detection on serial-ports for Windows 2000/XP.  XE "Mouse, probelm" 

 XE "Problem, mouse" 
If a digitizer is connected to a serial port when Windows starts, Windows might think it is a mouse and then claim the serial port for the mouse. If this happens, Seislog will not be able to open the serial port. The same can happen for the GPS as well. This Windows behavior can be disabled by changing the registry. The details (as given by Microsoft), is listed in the appendix. For simplicity, SEISLOG comes with registry-files that can be used to change the registry automatically. The files are:

‘acpi_hal.reg’ - for a ACPI HAL machine.

‘nonacpi_hal.reg - for a non-ACPI HAL machine. 

NOTE: These files are intended for use with Windows 2000 and XP only. 

In order to find which HAL your machine uses, open ‘Control panel | System | Hardware | Device Manager’. A list of installed hardware components for the computer appears. Double click the ‘Computer’ icon. A description of the computer appears, telling if this is an ACPI PC or not. Then double click on corresponding reg-file. This will set the registry so that auto detection of devices on COM1 and COM2 are disabled. For other serial-ports, see the appendix.

Automatic start of Seislog at logon.
Make a copy of the Seislog-icon in the startup-folder.

In Seislog main-settings, enable ‘Start acquisition automatically when Seislog starts’. 
11.0 What can go wrong

Timing problems

 XE "Problem, timing" 

 XE "Timing, problem" GPS-receiver on digitizer fails: This situation will most likely not be detected by Seislog. If the digitizer is set up to synchronize the system-clock, then the synchronization of the system-clock should continue as normal. 
Digitizer stops or sends corrupted data

If a digitizer stops sending data to Seislog, then all logical channels bound to the digitizer will stop operating. This will be indicated in the activity-monitor-window. This does not affect the other channels, but the system might not trigger since fewer channels are active. When the digitizer comes back, the channels will automatically become active again without the need for user-intervention. XE "Checksum"  If Seislog detects a bad data-block from a digitizer (bad checksum), then Seislog will replace the bad samples in the block with the value of the last calculated device-offset (DC). 
 XE "Problem, digitizer" 
Disk full

The system continues to write to the ring-buffers, but no event-files can be created. Messages will be written to the log window, but the log-file will not be updated.

Ringbuffer-files have shorter length in time than specified

Every time Seislog is stopped, it closes the current ringbuffer-files. At this point they will normally not be full. When started again, Seislog will jump to the next ringbuffer-file in the buffers. A ringbuffer-file may also be prematurely closed if the system detects data-loss from a digitizer. This may happen if the digitizer temporarily looses power, or someone temporarily disconnects the serial-cable between the PC and the digitizer. When the data-stream is restored, Seislog closes the current ringbuffer-file and starts writing the next one.

System does not trigger

If the system does not trigger on a single channel, then the trigger-ratio might have been set too high, or triggering is not enabled for this channel. If there are no network triggers, the first thing to check is if the system-time correct within 10 seconds. If a warning-message of type ‘Block with bad time received…’ appear in the log, then there is a time difference between the system-clock and digitizer-time that needs to be resolved. It may help to increase the value named ‘Maximum time to delay event declaration’ in the network trigger setup.

Messages from Seislog

Seislog has many messages, most should be self explanatory. A few are listed below:
Not receiving data: Seislog has timed-out waiting for data from a device.

Receiving data: Seislog is now receiving data from a device.
Data have been lost: Seislog has detected that data from the device has been lost.  XE "data lost" 
Received bad block: A corrupt data-block has been received from the device.  XE "Received bad block" The data in the defective block will be replaced by the offset-value (DC) the device.

Cannot synchronize system-clock, clock already synchronized: Two devices (GPS or digitizer) have been set up to synchronize the system-clock, only one can be used.

Seislog is unable to open the serial-port for the digitizer:

In some cases Seislog cannot open the serial-port because Windows thinks the digitizer is a mouse, and has reserved the serial-port for the mouse-driver. To resolve this, see ‘Disable automatic mouse detection’ in chapter 10. 
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Appendix 

SFS-file format-specification

The SFS file-name must be as follows: YYYYMMDDHHMMSS_<what_ever>.DAT

The string “<what_ever>” can be anything, but must not contain white- space or other characters not allowed in a file-name.

The SFS-file consists of 2 parts, an ASCII header, and a section with binary data:

ASCII header (a total size of 1060 bytes):

	Column
	Size
	Field
	Comments

	1
	2
	NumberOfChannels
	Number of channels in SFS file

	3
	1
	
	Space

	4
	4
	SampleRate
	Nominal sample-rate of data. 

	8
	1
	
	Space

	9
	7
	SamplesPrChannel
	Total number of samples pr. channel in file.

	16
	1
	
	Space

	17
	4
	Year
	Year (Time for start of data)

	21
	2
	Month
	Month (Time for start of data)

	23
	2
	Day
	Day (Time for start of data)

	25
	2
	Hour
	Hour (Time for start of data)

	27
	2
	Minute
	Minute (Time for start of data)

	29
	2
	Second
	Second (Time for start of data)

	31
	1
	Dot
	Dot (Time for start of data)

	32
	3
	Milliseconds
	Milliseconds (Time for start of data)

	35
	1
	
	Space

	36
	1
	GPS-status
	O=No fix, 1=Fix OK

	37
	1
	
	Space

	38
	1023
	Reserved
	Reserved, currently not used by Seislog.


Data section:

Samples are immediately following the header. Data is placed in the file as shown below:

First second ch. 1, first second ch. 2, first second ch. 3 . . . . . first second ch. N

Sec. second ch. 1, sec. second ch. 2, sec. second ch. 3 . . . . . sec. second ch. N

Third second ch. 1, third second ch. 2, third second ch. 3 . . . . . third second ch. N

…
…

…

Last Second Ch. 1, last Second Ch. 2, last Second Ch. 3 . . . . . last Second Ch. N

Samples are 4-byte signed integers (Intel byte-order).

Example of how to configure and install Seislog in a seismic network

This is an example of how Seislog is set up for a remote automatic station in Norwegian National Seismic Network (example BER). The station is used with SEISNET and is therefore configured so data can be downloaded automatically. This also includes making automatic remote extracts of ring buffer files for a given interval and therefore SEISAN must also be configured. This setup has only been tested with Windows 2000 and XP. It is assumed that the station is connected to the Internet.

PC configuration:

Enable automatic power-on after power-failure (chapter 10).

Windows configuration

Enable automatic logon at boot (chapter 10). 

Disable automatic mouse-detection on serial-ports (chapter 10).
Configure Telnet and FTP (chapter 10).
Install VNC-server. Make sure service restarts after boot (chapter 10).
Make a shortcut to ‘Command Prompt’ on the desktop. Right-click on shortcut and select ‘Properties’. Set ‘Start in’ folder to ‘C:\Seismo\wor’.
Seislog:

Install Seislog in folder ‘C:\Seislog’.
Channel-triggers: STA=4 sec, LTA=400 sec, Filter: 2-8Hz, Memory-buffer: 20 min, TriggerRatio: 3, Ringbuffer size: 365 days.
Network-trigger: 2 triggers to declare event (3 component station), Pre: 40 sec, Post: 60 sec, trigger window 2 sec (for a 3-component station), time delay: 10 sec, select all channels for trigger, select all channels for recording.

Set Mini-SEED network-code to ‘NS’.

Set Mini-SEED station-identifier-code to ‘BER’.

Enable S-file creation for ringbuffer-files (chapter 8).

Set directory for event waveform-files to ‘C:\Seismo\wav’.
Set directory for event S-files to ‘C:\Seismo\rea\BER__’.
Enable the option called ‘Automatically append Seisan subdirectories’.
Enable the option called ‘Start acquisition automatically when Seislog starts’.

Make a copy of the Seislog-icon in the ‘Startup’ folder. The startup-folder can be found in the Windows start-menu. 
Seisan
Install SEISAN in folder ’C:\Seismo’. 
NOTE: Seislog will automatically create the REA\BER__ directory-structure.

Set up defaults for path to programs (environment variable PATH) and data base name BER, environment variable DEF_BASE. Set in environment (Control Panel|System|Advanced), see also SEISAN manual Chapter 3.

Configure SEISAN for ringbuffer extraction in SEISAN.DEF in directory ‘\Seismo\DAT’. For each channel that has a ringbuffer, and from which extract is desired, add (or modify) parameter CONT BASE, with value ‘Ch001’ (case must be exactly as written here), ‘Ch002’ etc. For a 6 channel system, there will be 6 lines. See also the SEISAN-manual (section 3.9).

Set extension name to BER of extracted file in SEISAN.DEF (variable MERGEWAVEFORM).
Test the following before shipping the PC for installation:
Restart the PC.

Check that automatic logon works.

Check that Seislog launches automatically at logon.

Check that Seislog starts acquisition automatically.

Check the Seislog log-window for error-messages.

Check that Seislog receives data from digitizer(s)

Check that Seislog is triggering (if possible).

Check timing.

Check that you can login to PC with Telnet. If not, check firewall.
Check that you can login to PC with FTP. If not, check firewall.
Check that you can connect to PC with VNC-viewer. If not, check firewall.

If LISS is to be used, check that you can connect to port 4000. If not, check firewall.

If SEISNET is to be used, try to transfer data from PC with SEISNET.
Check that PC powers on when power returns after power-loss.
Before packing and shipping, make sure the IP-protocol is properly configured.
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Channels, remove, 18
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Color, monitor, 26

Compression, 11, 12

Continuous data, 31

Continuous data, plotting, 32

CPU synchronization, 35

Data arriving late, 23

Data base, S-files, 11

Data download, 38

data lost, 42

Data, continuous, 31

DC level, 27

Delay event declaration, 23

Detrigger, 19

Digitizer, remove, 24

Digitizers supported, 14

Disk ring buffer, 17

DLL files, 6

Download data, 38

Event declaration, delay, 23

Event, maximum duration, 22

Events, check, 28

Filter, 19, 27

Format, digitizer, 14

Format, SEISAN, 17

Freezing LTA, 19

FTP server, 38

GMT time, 28

GPS, 35

Late data, 23

Logging, 6, 28

Logical channels, 17

Long term average, 19

LTA and STA, 27

Manual trigger, 30

Maximum duration of event, 22

Memory buffer, 19

Modify channel, 18

Monitor Seislog, 26

Monitor timing, 37

Monitor, color, 26

Mouse, probelm, 41

MULPLT, 31

Network trigger, 27

Physical channels, 17

Plot, real time, 28

Plotting, continuous data, 32

Post event memory, 21

Post event time, 22

Pre event time, 22

Problem, digitizer, 42

Problem, mouse, 41

Problem, timing, 42

Real time plot, 28

Real time plot, scale, 29

Rebuild ring buffer, 18

Received bad block, 43

Remove channels, 18

Remove digitizer, 24

Ring buffer file name, 31

Ring buffer, change, 24

Ring buffer, disk, 17

Ring buffers, 7, 11

Sample rate, 15, 18

Scaling real time plot, 29

SEISAN, 21, 28, 31

SEISAN format, 17

Seislog, autostart, 40

Seislog, monitor, 26

Seislog, unattended operation, 39

Seislog.log, 6

SEISNET and Seislog, 39

Server, FTP, 38

S-file, 33

S-files, 11

S-files, directory, 11

Short term average, 19

Station code, 18, 31

Status, timing, 31

Synchronize with GPS, 35

System limitations, 6

Telnet, install, 38

Time correction, 15

Time gap, recording, 21

Time, GMT, 28

Timing accuracy, 36

Timing status, 31

Timing, monitor, 37

Timing, problem, 42

Trigger, 19

Trigger manually, 30

Trigger ratio, 19

Trigger, network, 21, 27

Unattended operation, 39

VNC, 39

Waveform files, directory, 11



























































